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	The purpose of this document is to obtain key information on a system to assist the Privacy Office in assessing its associated level of risk and determining whether a Privacy Impact Assessment (PIA) is necessary for the system. Please provide responses to the questions below and include any supporting or clarifying comments. If you have questions or need assistance, please contact Sarah.Raybin@tn.gov. Once completed, please submit the document to the Privacy Office at Privacy.TennCare@tn.gov and copy Sarah.Raybin@tn.gov.

	SYSTEM NAME:
	

	RESPONDENT NAME:
	


	General Information
	

	1. What Business Unit or Function supports this System?

	

	2. What is the name and contact information of the Business Owner?

	

	3. What is the name and contact information of the System Owner?

	

	4. What is the name and contact information of the Data Steward(s)?

	

	5. Have you or will you publish a Records Disposition Authorization (RDA)?
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	Determining Elements
	

	6. Does this system use, collect, store, generate, transfer, or in any way process PII? If so, describe the data types that are involved.
	

	Personally Identifiable Information (PII) includes data such as an individual’s name, Social Security Number, Mailing/Residential address, date of birth, driver’s license number, financial information, or medical information. Please list all PII elements collected by the system.

	7. Is this a new information system or a significant revision of an existing system?
	

	Please explain if this is a new information system or a significant revision of an existing system.

	8. Was a PIA previously completed for this system? 
	

	If "Yes", please provide a date it was completed and the assessment when returning the Privacy Threshold Analysis.

	9. Does the system have its own security boundary? 
	

	If "Yes", describe the security boundary including any interfaces where the PII being processed will move across.

	10. If this system is a cloud-based computing system, please describe the service TennCare receives from the cloud computing provider (e.g., Software as a Solution, Platform as a Solution, Infrastructure as a Solution).
	

	If this system is a cloud-based computing system, please describe the service TennCare receives from the provider, the privacy measures required from the vendor, and if the vendor has completed a PIA.

	11. What is the source of the PII?
	

	Please describe the source of the data (e.g., public source, individual, third party vendor, federal or state agency).

	12. What Data Subjects are involved in the processing activity?
	

	This question is asking what type of Data Subjects will have their PII used in this system. Please describe the categories of Data Subjects (e.g., applicant, member, employee, provider, etc).

	13. What is the Business Process description and purpose of processing PII?
	

	If applicable, provide a description of the Business Process and the purpose for which personal data is processed.

	14. Who will have access to the data? Does this include Third Parties?
	

	Please describe who will be granted access to the data and indicate whether Third Parties will have access. If Third Parties will have access, provide the name of the Third Party.


	Signature and Date
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	[image: image3.wmf]

Add signature here



	Date:
	


	Record of Changes

	Version Number
	Version Date
	Author / Owner
	Summary of Changes

	
	
	
	

	
	
	
	

	
	
	
	


	Approved by:
	[image: image6.png]
	Version: 2.0
	            Effective date: March 24, 2021


– 2 –
	Privacy Office Approval

	Approved by:
	[image: image4.wmf]

	Effective date:
	[image: image5.wmf]



[image: image7.emf]_1688474764.unknown

_1688474766.unknown

_1688474767.unknown

_1688474765.unknown

_1688474763.unknown

